root@srv660167:~# ssh [root@46.202.164.177](mailto:root@46.202.164.177)

root@srv660167:~# sudo adduser streamlituser

root@srv660167:~# sudo usermod -aG sudo streamlituser

root@srv660167:~# su – streamlituser

streamlituser@srv660167:~$ mkdir -p ~/.ssh

chmod 700 ~/.ssh

streamlituser@srv660167:~$ sudo nano /etc/ssh/sshd\_config PermitRootLogin yes to PermitRootLogin no

AllowUsers newuser

**SSH Keys :**

streamlituser@srv660167:~$ nano ~/.ssh/authorized\_keys

streamlituser@srv660167:~$ chmod 600 ~/.ssh/authorized\_keys

streamlituser@srv660167:~$ sudo systemctl restart ssh

streamlituser@srv660167:~$ sudo systemctl restart ssh

[sudo] password for streamlituser: dada

C:\Users\user>ssh [streamlituser@46.202.164.177](mailto:streamlituser@46.202.164.177)

**Create ssh key:**

C:\Users\user>ssh-keygen -t rsa -b 4096

Generating public/private rsa key pair.

Enter file in which to save the key (C:\Users\user/.ssh/id\_rsa): dada123

Enter passphrase (empty for no passphrase):dada

Enter same passphrase again:dada

Your identification has been saved in dada123